Cyber 20

The only system in the world that provides 100% defense
against the spread of cyber attacks within organizational networks

The first computer may be penetrated, but Cyber 2.0 will isolate the attack, and block its spreading
inside and outside the organization, even if it was infected before the installation of Cyber 2.0

70 customers who said ~ We invited all hackers 9 patents 3 years of the Israel
at the start “It’s too to hack our system the most important ~ Innovation Authority
good to be true”, are ~ for a reward of were alreay support
now very satisfied 100,000 NIS. approved

They all failed !
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is based on biological models

that are vulnerable to attacks

The classic process is
"Detection>Prevention”

no 100% detection & no 100% prevention!

Unlike others systems, we don’t :
study the organization’s routine m rely on attack database
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is based on mathematical chaos
model, that cannot be breached

100% blocking with no detection.
even if the system is removed
it still protects the organization

seek anomalies or alert m

rely on the infected computer's protection m legitimize previous installed malicious programs

have false positives alerts  have delayed responses to real threats m require any updates

The team is made up of professionals with management and techonlogical skills

| CEO & Chairman of the Board
of 8 leading companies in Israel

Telecommunication Systems)

MBA & BA, Hebrew University of Jerusalem

~ Hertzel Ozer — Founder & CEO

(Last position: CEO & Chairman of HOT

~ Erez Kaplan Haelion - Founder & CTO

Advisor of Microsoft

Designed, integrated and led projects

for complex Monitoring and Control Systems
Founder & CTO of several startup companies

www.cyber20.com



